
This comprehensive article is designed to guide every user within the University of Moratuwa (UoM)
through the process of independently enabling and configuring proxy settings on internal
computers. Discover step-by-step instructions that empower users to seamlessly manage their
proxy configurations, ensuring a smooth and secure online experience across the university's
network. Take control of your online privacy and connectivity with this user-friendly tutorial,
tailored to meet the specific needs of UoM's diverse user base.
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Click on the start menu > Search for proxy > Click on
proxy settings.

Make sure that "Automatically detect settings" is turned
off. Then click on "Set up" button which is under "Use a
proxy server" setting.
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Proxy IP address:

cache.uom.lk

Port:

3128

Use the proxy server except for addresses that start with the
following entries. Use semicolons (;) to separate entries.

localhost;*.local;<local>;*.uom.lk;*.codl.lk;*.mrt.ac.lk

Turn on "Use a proxy server, and enter (copy and paste)
the below values to the respective places. Check "Don't
use the proxy server for local (intranet) addresses."
Finally, click save.
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